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Abstract

A lot of DDoS attack is happening in the world of networking. SYN flooding is one of the primary and significant one which is basically flooding the server with SYN packets. At the same time we have real time switches coming up, which can be controlled from a remote host to control traffic and analyze the network packets. One such switch is a server switch by Pluribus Networks Company.

Our project basically uses both these information and aims at detecting and preventing these kinds of attack that’s happening in the field of networking. With the help of Pluribus Network Switch, certain commands are run in the switch remotely using Pluribus Netvisor Command Line Interface and the data is retrieved. This data is analyzed to check for possible DDoS attack and if it is found to be such a case then further prevention techniques are used where the IP address that is causing this attack is blocked and an e-mail is sent to the switch admin regarding the same.
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